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meeting and can be received by
contacting the Office of the Staff
Assistant, Golden Gate National
Recreation Area, Building 201, Fort
Mason, San Francisco, California 94123
or by calling (415) 556–4484.

These meetings are open to the
public. They will be recorded for
documentation and transcribed for
dissemination. Minutes of the meetings
will be available to the public after
approval of the full Advisory
Commission. A transcript will be
available three weeks after each
meeting. For copies of the minutes
contact the Office of the Staff Assistant,
Golden Gate National Recreation Area,
Building 201, Fort Mason, San
Francisco, California 94123.

Dated: July 12, 1996.
Brian O’Neill,
General Superintendent.
[FR Doc. 96–18236 Filed 7–17–96; 8:45 am]
BILLING CODE 4310–70–M

AGENCY FOR INTERNATIONAL
DEVELOPMENT

Loan Guarantees to Israel; Notice of
Investment Opportunity

The Government of Israel (the ‘‘GOI’’)
wishes to select managing underwriters
for the structuring and sale of U.S.
Agency for International Development
(‘‘USAID’’)-guaranteed loans. The
USAID-guaranteed loans have been
authorized by Public Law 102–391, and
are being provided in connection with
Israel’s extraordinary humanitarian
effort to resettle and absorb immigrants
into Israel from the republics of the
former Soviet Union, Ethiopia and other
countries.

The legislation authorizes the
guaranty by USAID of up to $10 billion
principal amount of loans over a five-
year period, with a maximum of $2
billion in loans, offered in one or more
tranches, to be guaranteed in each of the
five fiscal years. This Notice is in
connection with the GOI’s selection of
managing underwriters for an offering
contemplated to be made under the
authorization for the current fiscal year.

In order to be considered as a
managing underwriter for the proposed
transaction, interested parties must
demonstrate the requisite financial and
technical capabilities by their responses
to a Request for Proposals (‘‘RFP’’),
which will be available from the GOI
prior to the offering. Interested parties
who wish to receive an RFP, when
available, should contact Mr. Eliahu
Ziv-Zitouk, Consul and Chief Fiscal
Officer, Ministry of Finance of the

Government of Israel, 800 Second
Avenue, New York, New York 10017
(fax: 212/499–5715).

Selection of underwriters and the
terms of the loans are initially subject to
the individual discretion of the GOI and
thereafter subject to approval by USAID.
In order to be eligible for selection as a
managing underwriter, an institution
must be a member of the National
Association of Securities Dealers, and
otherwise meet the legal requirements
for serving in such role. All firms are
encouraged to submit proposals,
regardless of ethnic origin, race or
gender.

The full repayment of the loans will
be guaranteed by USAID. To be eligible
for a USAID guaranty, the loans must be
repayable in full no later than the
thirtieth anniversary of the
disbursement of the principal amount
thereof. The USAID guaranty will be
backed by the full faith and credit of the
United States of America and will be
issued pursuant to authority in Section
226 of the Foreign Assistance Act of
1961, as amended. Disbursements under
the loans will be subject to certain
conditions required of the GOI by
USAID as set forth in agreements
between USAID and the GOI.

Additional information regarding
USAID’s responsibilities in this
guaranty program can be obtained from
the undersigned:

Room 3328 N.S., 2201 C. Street, NW.,
Washington, DC 20523–0030,
Telephone: 202/647–9839.

Dated: July 15, 1996.
Michael G. Kitay,
Assistant General Counsel, Agency for
International Development.
[FR Doc. 96–18335 Filed 7–17–96; 8:45 am]
BILLING CODE 6116–01–M

DEPARTMENT OF JUSTICE

[AAG/A Order No. 119–96]

Privacy Act of 1974; New System of
Records

Pursuant to the provisions of the
Privacy Act (5 U.S.C. 552a) and Office
of Management and Budget Circular No.
A–130, notice is hereby given that the
Department of Justice proposes to
establish a new system of records to be
maintained by the Federal Bureau of
Investigation.

The National DNA Index System
(NDIS) (JUSTICE/FBI–017) is a new
system of records for which no public
notice consistent with the provisions of
5 U.S.C. 552a(e) (4) and (11) has been
published in the Federal Register.

In order to comply with 5 U.S.C.
552a(e) (4) and (11), the public must be
given a 30-day period in which to
comment on new routine use
disclosures; and the Office of
Management and Budget (OMB), which
has oversight responsibility under the
Act, requires a 40-day period in which
to review the system before it is
implemented. Therefore, the public, the
OMB, and the Congress are invited to
submit written comments to Patricia E.
Neely, Program Analyst, Information
Management and Security Staff,
Information Resources Management,
Department of Justice, Washington, DC
20530 (Room 850, WCTR Building).
Comments from the public must be
received by August 19, 1996. No further
notice will appear in the Federal
Register unless comments are received
and publication pursuant thereto is
deemed appropriate. A proposed rule to
exempt the system is also being
published in the ‘‘Proposed Rules’’
Section of today’s Federal Register.

In accordance with Privacy Act
requirements, the Department of Justice
has provided a report on the proposed
system of records to OMB and the
Congress.

Dated: July 8, 1996.
Stephen R. Colgate,
Assistant Attorney General for
Administration.

JUSTICE/FBI–017

SYSTEM NAME:

National DNA Index System (NDIS).

SYSTEM LOCATION:
Federal Bureau of Investigation: FBI

Laboratory, U.S. Department of Justice,
J. Edgar Hoover Building, 935
Pennsylvania Ave., NW., Washington,
DC 20535–0001.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals in this system include
persons designated by criminal justice
agencies as belonging to one or more of
the following groups:

A. Convicted offenders: Persons who
have been convicted of crimes in
Federal, State, and/or local courts where
the applicable law permits
establishment of a DNA record for the
convicted person.

B. Missing persons and their close
biological relatives: Persons reported
missing or whose whereabouts are
unknown and sought and their close
biological relatives, such as parents,
siblings, and children.

C. Victims: Persons, living or dead,
who have been victims of crimes where
the perpetrator of the crime may have
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carried DNA of the victim away from
the crime scene.

D. DNA personnel: Personnel in
Federal, State, and/or local criminal
justice agencies who perform duties
related to or are responsible for DNA
records.

CATEGORIES OF RECORDS IN THE SYSTEM:
The following definitions are used in

this notice:
A. A DNA sample is a body tissue or

fluid sample usually a blood and/or
buccal sample, that can be subjected to
DNA analysis.

B. A DNA profile consists of a set of
DNA identification characteristics, i.e.,
the particular chemical form at the
various DNA locations (loci), which
permit the DNA of one person to be
distinguishable from that of another
person.

C. A target DNA profile is a DNA
profile submitted by a criminal justice
agency for the purpose of identifying
DNA profiles maintained by NDIS
which match the target DNA profile.

D. A target DNA profile search is a
search of appropriate NDIS DNA records
for those records with DNA profiles that
may match the target DNA profile.

E. Personally identifiable information
is information such as names, dates of
birth, or social security numbers which
are normally used to identify
individuals. Personally identifiable
information, as used in this notice, does
not include information derived from
the examination of a DNA sample.

F. A DNA record includes the DNA
profile as well as data required to
manage and operate NDIS, i.e., the NDIS
Agency identifier which serves to
identify the submitting agency; the
NDIS Specimen Identification Number;
information related to the reliability and
maintainability of the DNA profiles; and
names of the participating laboratories
and DNA personnel associated with
DNA profile analyses.

Records in this system do not include
DNA samples but do include DNA
profiles of persons described under
‘‘Categories of Individuals Covered by
the System’’ in paragraph A–C. DNA
records are input by criminal justice
agencies for use by the NDIS. NDIS
includes the names of DNA personnel
associated with DNA profile analyses,
the date after which DNA records from
a given DNA analyst can be accepted,
and, when applicable, the date after
which associated DNA records are not
accepted. NDIS does not contain case-
related or other personally identifying
information about the person from
whom the DNA sample was collected.

DNA records are maintained as
follows:

1. The Convicted Offender Index,
consisting of DNA records from
convicted offenders;

2. The Missing Persons Index,
consisting of DNA records from missing
persons;

3. The Close Biological Relatives
Index, consisting of DNA records from
close biological relatives of missing
persons;

4. The Unidentified Persons Index,
consisting of DNA records from
recovered living persons (e.g., children
who can’t and others who can’t or refuse
to identify themselves), and recovered
dead persons (including their body parts
and tissues), whose identities are not
known;

5. The Victims Index, consisting of
DNA records from victims, living or
dead, from whom DNA may have been
carried away by perpetrators;

6. The Forensic Index, consisting of
DNA records from persons whose
identities are not known with certainty
and who left DNA at the scene of a
crime or whose DNA was carried away
from it; and

7. The Population File, consisting of
DNA profiles intended to represent
various population segments found in
the United States. The Population File
consists of DNA records from
individuals whose identities may be: (a)
Known to; (b) not known, but
determinable under some circumstances
by; or (c) not known and not
determinable by the criminal justice
agency submitting the DNA records to
NDIS.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

The Violent Crime Control and Law
Enforcement Act of 1994, Pub. L. No.
103–322, 108 Stat. 1796.

PURPOSE(S):

The purpose of this system and the
DNA records maintained in the system
is to provide a national storage medium
for DNA records input by criminal
justice agencies. These records can be
searched in order to identify DNA
associations with a DNA record
obtained during an investigation of a
crime or a missing person. The system
is also maintained for statistical,
identification research, and protocol
development and quality control
purposes.

In addition to DNA records, records
about DNA personnel are maintained in
the system. The purposes of these DNA
personnel records are to control the
acceptance of DNA records by NDIS and
to facilitate criminal justice agency
contracts required to resolve potential
DNA matches.

ROUTINE USES OF RECORDS MAINTAINED IN THE

SYSTEM, INCLUDING CATEGORIES OF USERS AND

THE PURPOSES OF SUCH USES:

1. Direct disclosures of NDIS records
are made to the Federal, State, and local
criminal justice agencies who
participate in NDIS. As a result of an
NDIS search by a criminal justice
agency, the NDIS system analyzes the
target DNA profile entered by the search
agency and may identify a potential
match. Where NDIS identifies a
potential match, the matching DNA’s
records will be disclosed to the criminal
justice agencies associated with the
match.

2. The Federal statute which
authorizes NDIS also provides that the
FBI and other criminal justice agencies
participating in NDIS may make
secondary or indirect disclosures of
DNA records:

(A) To criminal justice agencies for
law enforcement identification
purposes;

(B) In judicial proceedings, if
otherwise admissible pursuant to
applicable statutes or rules;

(C) For criminal defense purposes, to
a defendant, who shall have access to
samples and analyses performed in
connection with the case in which
defendant is charged; or

(D) If personally identifiable
information is removed, for a
population statistics database, for
identification research and protocol
development purposes, or for quality
control purposes.

Note: Personal information such as names
are not found in NDIS. However, operational
identifiers such as the Specimen No.,
Criminal Justice Agency Identifier, and DNA
Personnel identifier, are contained in NDIS.
Although unlikely, the identity of an
individual could, under some circumstances,
be ascertained with the disclosure of such
numbers for purposes stated in (D) above.
This is only possible when access to a
criminal justice agency’s records is provided
to the holder of the operational identifiers.
Therefore, to ensure that such associations
are not made, these operational numbers will
be removed before disclosure for these
purposes.

3. A record may be disclosed from
this system of records to the National
Archives and Records Administration
and the General Services
Administration in records management
inspections conducted under the
authority of 44 U.S.C. 2904 and 2906, to
the extent that legislation governing the
records permits.



37497Federal Register / Vol. 61, No. 139 / Thursday, July 18, 1996 / Notices

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Information maintained in NDIS is

stored electronically for use in a
computer environment.

RETRIEVABILITY:
The primary method for retrieving

information from NDIS is the target
DNA profile search described in the
routine use disclosure provisions of this
notice.

The NDIS Custodian may retrieve
records based on: the DNA profile, the
NDIS Agency identifier, the NDIS
Specimen Identification Number, and/or
DNA personnel identifier. Criminal
justice agencies with direct access to
NDIS may retrieve their records by the
NDIS Agency identifier, NDIS Specimen
Identification Number, or DNA
personnel identifier but only to inspect,
modify, or delete their own DNA
records.

Since NDIS records contained in
NDIS do not include personal identifiers
of the individuals from whom the DNA
samples were collected, retrieval by
personal identifiers of these record
subjects is not possible.

SAFEGUARDS:
All records in NDIS are protected

from unauthorized access through
appropriate administrative, physical,
and technical safeguards. These
safeguards include restricting access to
those with a need-to-know to perform
their official duties, using locks and
alarm devices, and encrypting data
communications.

No personally identifiable
information about individuals who
provided DNA samples is maintained in
NDIS. Therefore, names and personally
identifiable information of NDIS DNA
records cannot be disclosed directly
from NDIS. (NDIS does, however,
maintain the names of NDA personnel.)

NDIS will disclose to a criminal
justice agency the DNA records of
another criminal justice agency only
when there is a potential DNA match.
Any additional disclosures of personally
identifiable information or other case-
related data are made directly by the
criminal justice agencies from their own
files and records, not from NDIS.

Although ostensibly devoid of
personally identifiable information,
DNA records in NDIS contain an NDIS
Specimen Identification Number, NDIS
Agency identifier, and a DNA personnel
identifier for law enforcement and/or
general operational purposes. Since it is
possible, in some circumstances, to use
those numbers together with the

appropriate agency’s own records to
identify the individuals represented by
the DNA records, additional precautions
are taken.

The precautions involve removal of
the Specimen Identification Numbers,
NDIS Agency identifiers, and DNA
personnel identifiers, prior to disclosure
pursuant to the 2(D) routine use. (See
the ‘‘Routine Uses of Records
Maintained in the System’’ section of
this notice.) Thus, NDIS will
periodically generate DNA profile data
sets, consisting of anonymous DNA
profiles, for population statistics
databases, for identification research
and protocol development purposes, or
for quality control purposes.

Criminal justice agencies are
prohibited from submitting a DNA
record for inclusion in the NDIS
Population File for investigative
purposes. The only target DNA profile
searches conducted against the
Population File are those necessary to
eliminate duplicate DNA profiles
representing the same individual.

Finally, criminal justice agencies with
direct access to NDIS must agree to
adhere to national quality assurance
standards for DNA testing, undergo
semi-annual external proficiency
testing, and restrict access to DNA
samples and data. The NDIS will not
accept DNA analyses from those
agencies and/or DNA personnel who fail
to comply with these standards and
restrictions; and the NDIS Custodian is
authorized to restrict access to and
delete any DNA records previously
entered into the system.

RETENTION AND DISPOSAL:
DNA records generated by criminal

justice agencies, together with the
personal identifying information of
DNA personnel, shall be retained in
NDIS as long as they are substantiated
by internal records of the submitting
agency and are permitted either by
consent, by judicial/criminal justice
authority, or by Federal, State, or local
law. Records may be deleted by the
originating criminal justice agency or by
other Federal, State, or local authorities
who are responsible for deleting any
records that are no longer permitted or
appropriate for retention in NDIS. DNA
records submitted to NDIS and then
found to be inaccurate shall either be
modified to achieve accuracy or deleted
from NDIS by the submitting agency.

Agencies granted access to NDIS are
required to establish and maintain a
system of controls to ensure that
continued use of their DNA records in
NDIS is lawfully permitted. Such a
system of controls shall ensure that
DNA records in NDIS which are

authorized by the consent of
individuals, for example, are retained in
NDIS only for the duration and within
the scope of the consent.

The NDIS Custodian has the authority
to determine that certain DNA records
in NDIS should be deleted or,
alternatively, suspended from use for a
period of time determined appropriate
by the NDIS Custodian. The criminal
justice agencies whose records are
affected by a determination to delete or
suspend records in NDIS shall be
notified of this determination and the
nature of the deletion or suspension.
The NDIS Custodian may subsequently
decide to either restore or delete the
suspended records, and shall notify the
affected agency of this subsequent
determination.

The DNA personnel identifier for a
single individual is deleted from NDIS
only after all DNA records associated
with that individual are deleted.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Federal Bureau of

Investigation, c/o National DNA Index
System Custodian, FBI Laboratory, U.S.
Department of Justice, J. Edgar Hoover
Building, 935 Pennsylvania Avenue,
NW., Washington, DC 20535–0001.

NOTIFICATION PROCEDURE:
None. This system of records has been

exempted from subsections (d) and
(e)(4)(G) pursuant to subsection (j)(2) of
the Privacy Act, and thus is exempt
from the notification provision.

RECORDS ACCESS PROCEDURE:
This system of records has been

exempted from subsection (d) and
(e)(4)(H) pursuant to subsection (j)(2) of
the Privacy Act, and thus is exempt
from its access provisions. NDIS does
not retain information that would allow
the NDIS Custodian, independent of the
agency which originated the DNA
record, to personally identify the record
by name or other personal identifier.
However, subject to applicable Federal,
State, and local law and procedures, the
following alternative procedures are
available by which an individual may
request access to records in NDIS.

1. Subjects of DNA Records:
a. Convicted Offender Records: The

individual may contact the Federal,
State or local authority (the authorized
agency) which ultimately received the
collected DNA sample to obtain
instructions on how to access his/her
record. The authorized agency has the
DNA record, if one exists, including
information as to whether the DNA
record has been submitted to NDIS.
Only the authorized agency would have
information sufficiently specific to
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permit retrieval of the record from its
files by name or other personally
identifiable information. The authorized
agency may also retrieve the DNA
record, if any, that was submitted to
NDIS, once locally specified
requirements are met.

In addition, where a convicted
offender is relocated voluntarily or
involuntarily to a criminal justice
agency (i.e., penal institution or parole
and probation authorities) for custodial
or supervisory purposes in another State
or jurisdiction, the DNA record may be
created by the new host criminal justice
agency or other State (or Federal)
authority from a DNA sample collected
from the Convicted Offender at the new
host criminal justice agency or other
State (or Federal) authority. In such
circumstances, the individual may
contact such agency or authority for
access instructions.

b. Close Biological Relatives of
Missing Persons and Victims; Living
Victims; and Missing Persons Who Have
Been Located: These individuals must
contact the criminal justice agency
(Federal, State, or local) which collected
and processed the DNA sample to
generate the DNA record. The criminal
justice agency can then advise the
individual about procedures for access
to the DNA record. Such agency may
also retrieve the DNA record, if any, that
was submitted to NDIS, once locally
specified requirements are met.

2. Records of DNA Personnel: These
individuals may write to the Federal,
State, or local criminal justice agency by
which they are or were employed.

3. FBI generated records: The subject
of an FBI-generated DNA record may
address a Freedom of Information/
Privacy Act (FOIA/PA) request to the
Director, FBI, at the address given at the
end of this paragraph. DNA personnel
employed by the FBI may also address
their requests to the system manager;
however, all the information in NDIS
concerning DNA personnel is also
contained in the FBI’s Central Records
System (CRS), which may contain
additional information. To request
access to the CRS, DNA personnel may
address an FOIA/PA request to the
Director, FBI, U.S. Department of
Justice, J. Edgar Hoover Building, 935
Pennsylvania Ave., NW., Washington,
DC 20535–0001.

CONTESTING RECORDS PROCEDURE:
This system of records has been

exempted from subsections (d) and
(e)(4)(H) pursuant to subsection (j)(2) of
the Privacy Act, and is thus exempt
from its amendment and correction
provisions. However, subject to
applicable Federal, State, and local laws

and procedures, the following
alternative procedures are available by
which an individual may contest his/
her records:

1. All Subjects of DNA Records: The
requester must follow the same
procedures for contesting records as
those outlined under ‘‘Record Access
Procedures.’’ In addition, the requester
should be aware of the following:

a. DNA records submitted to NDIS
and contested on the basis of inaccurate
information must be resolved with the
criminal justice agency that submitted
the DNA record NDIS. If a contested
DNA record is found to be inaccurate by
the criminal justice agency submitting
the DNA record, such agency shall
correct the inaccurate DNA record by
either amending or deleting the record.

b. DNA records submitted to NDIS
and contested on the basis of the
authority to retain the DNA record must
be resolved with the criminal justice
agency that submitted the contested
DNA record. If such agency determines
that the contested DNA records should
not be included in NDIS, such agency
must delete the contested DNA record.

2. Records of All DNA Personnel:
DNA personnel must follow the same
procedures for contesting records as
those outlined under ‘‘Record Access
Procedures.’’

RECORD SOURCE CATEGORIES:

DNA records in NDIS are received
from Federal, State, and local criminal
justice agencies. These DNA records
may be derived from DNA samples
obtained by Federal, State, and local
and criminal justice agencies or their
agents (public or private).

SYSTEMS EXEMPTED FROM CERTAIN PROVISIONS
OF THE ACT:

The Attorney General has exempted
this system of records from subsection
(c) (3) and (4); (d); (e) (1), (2), and (3);
(e)(4) (G) and (H); (e) (5) and (8); and (g)
of the Privacy Act pursuant to 5 U.S.C.
552a(j)(2). Rules are being promulgated
in accordance with the requirements of
5 U.S.C. 553 (b), (c), and (e); and are
being published in the Federal Register.
[FR Doc. 96–18328 Filed 7–17–96; 8:45 am]
BILLING CODE 4410–02–M

NATIONAL INSTITUTE FOR LITERACY

[CFDA No. 84.251]

Literacy Leader Fellowship Program;
Notice Inviting Applications;
Correction

AGENCY: The National Institute for
Literacy.

ACTION: Notice Inviting Applications for
the Literacy Leader Fellowship Program.

Correction

In notice document 96–14720
appearing on page 29575 in the issue of
Thursday, June 11, 1996 in the third
column the following corrections are
made to the Estimated Range and
Estimated Average Size of Awards.

Estimated Range of Awards: $30,000–
$40,000.

Estimated Average Size of Awards:
$30,000.
Sharyn Abbot,
Executive Officer, National Institute for
Literacy.
[FR Doc. 96–18186 Filed 7–17–96; 8:45 am]
BILLING CODE 6055–01–M

RAILROAD RETIREMENT BOARD

Proposed Collection; Comment
Request

SUMMARY: In accordance with the
requirement of Section 3506(c)(2)(A) of
the Paperwork Reduction Act of 1995
which provides opportunity for public
comment on new or revised data
collections, the Railroad Retirement
Board (RRB) will publish periodic
summaries of proposed data collections.

Comments are invited on: (a) Whether
the proposed information collection is
necessary for the proper performance of
the functions of the agency, including
whether the information has practical
utility; (b) the accuracy of the RRB’s
estimate of the burden of the collection
of the information; (c) ways to enhance
the quality, utility, and clarity of the
information to be collected; and (d)
ways to minimize the burden related to
the collection of information on
respondents, including the use of
automated collection techniques or
other forms of information technology.

Title and purpose of information
collection: Pension Plan Reports: OMB
3220–0089. Under Section 2(b) of the
Railroad Retirement Act (RRA), the
Railroad Retirement Board (RRB) pays
supplemental annuities to qualified RRB
employee annuitants. A supplemental
annuity, which is computed according
to Section 3(e) of the RRA, can be paid
at age 60 if the employee has at least 30
years of creditable railroad service or at
age 65 if the employee has 25–29 years
of railroad service. In addition to 25
years of service, a ‘‘current connection’’
with the railroad industry is required.
Eligibility is further limited to
employees who had at least one month
of rail service before October 1981 and
were awarded regular annuities after
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